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determining a circular boundary for a AE shelter to emit
wireless interference signals that protect wireless
communication between legitimate transmitters and legitimate
receivers within the AE shelter
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improving the AE shelter by uniformly placing a number of

jammers at the circular boundary with a jamming range r; for
each jammer
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than a predetermined threshold T, to enable jamming of the
wireless communication
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improving a coverage area of the wireless interference signals
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with the jamming range of another jammer and such that the
jamming range of all of the jammers covers an entirety of the
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between legitimate transmitters and legitimate receivers in
the AE-shelter. The method includes determining a circular
boundary for the AE-shelter; improving the AE-shelter by
uniformly placing a number of jammers at the boundary;
tuning emitting power of the jammers; and improving a
coverage area of the interference signals.
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